Probabilistic methods for determining position using WiFi signal

Streszczenie. W artykule przedstawiono probabilistyczne metody określania położenia za pomocą sygnału WiFi przy wykorzystaniu klasycznego telefonu komórkowego z wbudowanym modułem WiFi.

Abstract. In this article we present probabilistic methods to determine the position using the WiFi signal with the use of a classic mobile phone with built-in WiFi. (Probabilistic metody określania położenia za pomocą sygnału WiFi)
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Introduction

Localizing WiFi signal has become extremely popular over the recent years. The most common method is the use of so-called fingerprinting. To ‘fingerprint’ means to correlate a signal’s strength (RSSI) of the actual position by an observation on the map. This technique is widely used in scientific researches of building a system of object identification. The studies present data analysis carried throughout a survey of fingerprinting the map, defining quality parameters of the signal.

To achieve the goal of creating data for analysis, two identical access points emitting a WiFi signal need to be arranged at a predetermined distance. Secondly, the data to create fingerprints is to be taken using a mobile phone equipped with a network card and an application, created for this purpose, collecting data about a signal emitted by the access points. Data collected during the first measurement is used to create the first map of fingerprints. They are identified as so-called reference data owing to which studies are next to be conducted. Subsequent measurements are carried out using the same methods, while data are stored in the database of the fingerprints.

This database is used as the basis for data analysis, during which data is compared with the reference ones and measurements are studied. Data is compiled by calculating the median, mode, arithmetic mean and the minimum and maximum value. The obtained values are then used to compare the value of statistical functions with the values of the data collected. The collected data is compared with the determination of likelihood of the value of a statistical function in the tested values of measurements of signal strength.

Related work

The location inside the building is used to facilitate navigating in the vast office complexes, shopping malls and airports. Location identification gives the opportunity to lead the most optimal route to one’s target reach. In the present studies, using a variety of techniques for determining the position of: Time of Arrival, Time of Arrival-Fiffrence Angel Direction of Arrival of Arrival, and feed means received signal strength [1]. Location methods can be divided into two categories: first based on fingerprints and second one based on mathematical models [2]. Fingerprinting method is used to build maps correlated with each of the individual values of measurements of the RSSI signal at a given location. To create such fingerprinted maps different technologies are being used, such as: FM radio, DVB-T, Bluetooth LE and WiFi [3]. Methods based on Wi-Fi and Bluetooth require large quantities of transmitters as compared with solutions based on FM or DVB-T. The use of the first two solutions makes it possible to determine the position with much greater accuracy. The use of Bluetooth solutions require the placement of a much larger volumes of transmitters than the WiFi one. The use of WiFi makes it possible due to infrastructure and also assured communications and Internet access in the building [5].

Problems in indoor navigation

The biggest problem in the navigation inside the building is the GPS impossibility of action. This is due to attenuation of the GPS signal by building structures. The GPS signal inside a building can be very weak and the building attenuation can be up to 30 dB [6]. Such high damping reduces the quality of the received signal and how it is related to the accuracy of determining the position. Wireless systems based on GPS as opposed to inside the building possibility to obtain less attenuation due to the characteristics of the construction involving the multiplication of transmitting points. The use of a system based on WiFi gives the ability to use the existing infrastructure within the building to share the Internet.

Experiment description

The experiment was to create a map of fingerprints in a room. To build the measurement system two identical APs wireless WiFi with external antenna were used. Access points were placed in two unchanging locations spaced about 25 m from each other [9]. The configuration of devices applied blocking the transmitting power to a fixed value and setting channels so that they can collide. The first AP (AP1) was configured to broadcast on a channel 1 at the frequency of 2,412 MHz and a second Access point (AP2) was set up on a channel 6 at the frequency of 2437 MHz [4]. Access Points used in the measurements: ASUS RT-N10U with external antenna with 5 dBi gain. Both the router are set opposite each polarization antennas was both routers the same. Antennas of routers were directed against each other.
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To collect data on the power of the signal emitted by AP1 and AP2 a mobile phone with built Wi-Fi receiver was used. The phone was equipped with a specially created...
application for creating fingerprinted maps. The application collected data such as manual selecting (physical distance from the access point) in its memory. The measurements were carried out using the phone Samsung Galaxy Trend Plus S7580.

Analysis of collected data

Data collected during the experiment were analyzed. The data were collected in a form of a vector containing the physical distance between the router and the signal’s strength [Table 1]. On the basis of signal strength measurements for each point away from the access point. Calculated probability showed that the measurement corresponded to the actual power of the signal received at a given point. The probability was calculated as the ratio of the measurements corresponding to the measurement reference to the number of all the measurements at that point. The average probability for each of the statistical functions was provided in Table 2. From these calculations can be seen that mode as a function of statistical best describes the reality of [Fig. 3].

Table 1. – The example of data vector

<table>
<thead>
<tr>
<th>distance [m]</th>
<th>RSSI [dB]</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>2341</td>
</tr>
</tbody>
</table>

Table 2. – The probability of statistic functions

<table>
<thead>
<tr>
<th>function name</th>
<th>avg probability</th>
</tr>
</thead>
<tbody>
<tr>
<td>max</td>
<td>0.3173</td>
</tr>
<tr>
<td>min</td>
<td>0.3221</td>
</tr>
<tr>
<td>mode</td>
<td>0.4375</td>
</tr>
<tr>
<td>median</td>
<td>0.3462</td>
</tr>
<tr>
<td>avg</td>
<td>0.1058</td>
</tr>
</tbody>
</table>

Fig. 1. - measurement of the probability distribution for the individual measuring points in the system for a distance of less than 5m

Using the formula:

$$P(A) = \frac{s}{m}$$

P(A) the probability that a given value of the statistical function is equal to the reference measurement for each . s – the number of samples complying, m - the total number of measurements.

avg $$P(A) = \frac{\sum P(A)}{25}$$

avg P(A) the average probability of matching for each of the studied statistical functions

Using the probability can also determine the probability with which a given point determines the correct position for this purpose were calculated probability P (B).

$$P(B) = 1 - \frac{s}{n}$$

s – the number of samples complying, n - the total number of measurements.

$$p(l|o) = \frac{p(o|l)p(l)}{p(o)} = \frac{p(o|l)p(l)}{\sum p(o|l)p(l)}$$

where l denotes location, o denotes an observation variable or vector, p(l | o) is the posterior probability of being at location l after getting the observation variable o, and p(l) is the prior probability of being at location l before knowing the value of the observation variable [8].

The measurement of mean square error

In a further step of data analysis for all math functions example: max, min, mode, media . It has been calculated mean square error.

Table 3. – The MSE of statistic functions

<table>
<thead>
<tr>
<th>function</th>
<th>Mean Squared Error [RSSI]</th>
</tr>
</thead>
<tbody>
<tr>
<td>media</td>
<td>2,51</td>
</tr>
<tr>
<td>prob avg</td>
<td>2,93</td>
</tr>
<tr>
<td>avg</td>
<td>2,97</td>
</tr>
<tr>
<td>gauss filter</td>
<td>3,26</td>
</tr>
<tr>
<td>min</td>
<td>3,52</td>
</tr>
<tr>
<td>mode</td>
<td>4,21</td>
</tr>
<tr>
<td>triangle filter</td>
<td>4,24</td>
</tr>
<tr>
<td>max</td>
<td>4,26</td>
</tr>
<tr>
<td>max value</td>
<td>4,34</td>
</tr>
</tbody>
</table>
On the collected data were carried filtration and gaussian filter is applied triangular through the use of these two can be filtered to extract a better set of data. The collected data show the smallest MSE is a function median.

**Conclusion**

Using the experiment described above, by imposing fashion feature on the collected data at a given point, one can determine the statistically most probable signal's strength. Thus, data can be collected using a map-based fingerprints which determine the relative position of the access point. With the data collected can be in a statistical way to determine which statistical functions best describes reality and is closest to the reference measurement. We can also determine the probability of the accuracy of a measurement at a given location.

**Future work**

To develop this research one can increase the number of access points and add information from receivers iBeacon if they exist in the environment. They are promising hopes for a solution based on a use of intensified data with a use the electromagnetic field or the compass [7]. The next stage of the work will be to build a robot measuring equipped with Bluetooth receivers accelerometer compass magnetometer and other sensor through which it will be possible to create.
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